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1 Brief introduction
1.1 Summary

This manual is applicable to the ups network management card produced by our company

1.2 Product appearance

JD24P21 JD23P21/JD23P28

1.3 Product interface definition and indicator light

Ethernet Rs485

HOHEEDEARN
EEXAEXIER

JD24P21 JD23P21/JD23P28

> RS232/Device : It is used to connect ups and place the built-in card in the card slot of UPS
equipment

» Power : Used to connect the matching 12V power adapter

> Ethernet : Used to connect to the network (used when configuring the device address)

> RS485 : It is used to connect the supporting temperature and humidity sensors and other
equipment

> P : Power indicator, green, always on during normal operation

> S : The system indicator light is green and flashes once a second during normal operation; Flash
when the network connection is abnormal

» E: The status indicator light is red. If it is always on, it indicates that the communication between
the monitoring card and the device is normal, and the flash indicates that the communication is
disconnected

> Default : No.1 refers to the recovery of IP address dialing, and No.2 refers to the serial port
configuration dialing. In normal use, both dials should be at the non on end

< Requirements for users : installers need to have a certain network foundation;
3
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Preliminary preparations : 1 computer; 1 direct network cable; 1 serial port cable of UPS; The
customer first provides a valid network IP address, subnet mask and gateway; Check whether the
monitoring module is consistent with the ups brand and model used (that is, whether the brand

and model provided above are consistent);

2 Installation instructions

2.1 Specific installation steps

(1) First connect according to the installation diagram. When the device can communicate normally

and there is data on the web page, enter the specific function settings;
( 2 ) SNMP centralized management settings: you need to add information in the "SNMP settings”

interface on the web page. For details, please refer to "SNMP centralized management”;

2.2 Installation diagram

»
>

network cable )

LAN/WAN

Insert

the card

slot —

[Communication line connection] : Place the built-in card in the card slot of the UPS device ;
[Network connections]: Please connect the network interface Ethernet of the monitoring module
to the LAN with a through network cable. ( When configuring the IP of the module, connect the

module network interface Ethernet and the computer network interface directly through the

During normal connection, the status of the indicator light: the P light is always on, and the R light
flashes. If the e light flashes quickly, that is, the module cannot communicate with the UPS

equipment, see the common problems
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3 Log in to the background page of the monitoring c

needs to be in the same
network segment as the
IP of the monitoring

The IP of the computer needs to be in the same network segment as the IP of the monitoring card
to enter the monitoring interface normally. It is recommended to modify the IP of the computer to
192.168.0.200, enter the IP of the monitoring card in the web browser: 192.168.0.100, click enter, enter
the user name admin password admin in the pop-up window to enter the monitoring page of the
monitoring

card

192 168 0,100

Power Monitor

————_1§

4 Modification of IP address

After setting the network segment of the computer to the same network segment as the monitoring
card, enter the default ip:192.168.0.100 in the browser, enter the monitoring page with user name:
admin and password: admin, and click the network setting (basic network setting) in the parameters to
modify the IP, subnet mask, gateway, etc. after the setting is completed, the newly set IP will take effect
after the device is restarted. Search again to display the new IP address
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System login time English
r l t r 2022-07-20 10:56:47
Basic Network Settings.
| Network parameter model normal
1P Access Method [Manuaiseting__v
DNS Server Settings
| Host DNS Server (D

Sub DNS Server [r—

Modbus TCP port settings Port/52  Restart ation to take effect
¥ Enable SNMP Port [161 estart after ation to take effect

Ensble TELNET Port 3
¥ Enable HTTP (Web access is abnormal if closed or modified) Port 80
8. Ersbie piiCentsr Passuord JUNDATECH Port [0 0is default
Seril Number | 1P Address Subnet Mask Gateway
1 fieooo 255000 [ir21603
2 {2 16800 255255 2850 ] (721603
7
s
5
8
s
10

 OK B Cancel |8 Hebp |
5 1 S i
. ystem setti ng
Engisn

System login time

Power Monitor

2022-07-20 10:56:47

pO200102 v-M-D

B

Foo ]
: [pO250T0T___|v-mD
i
Event Alarm Switch-off Delay of Switch-off(Minute, 0 is immediate shutdown)
AC Power Supply Break 3 ]
Battery Voktage Low 3 ]
Failure [ 1
Offine 3 ]
Bypass [
P ]
| —
k |
| —
] |
[ ]
o |
2 ]

> In this interface: single-phase and three-phase protocols can be switched, and the equipment
model column 1p: Standard single-phase protocol; 3P: Dingjian three-phase agreement; Click OK
after switching, and it will take effect after automatic restart.

Alarm definitions can be set, that is, the upper and lower limits of input voltage, the upper limit of load,

the upper limit of internal temperature, the low potential of battery and the service life of battery
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5.2 Protocol Converter Extension

Power Monitor

Login Useradmin
Operate Authorization:
Manage

B eozssoin

System login time

2000-01-01 08:07:05

5] Status inculry Boud Rote e
| Parameter Settng Modbus Address (1-247) 0
Transfer Mode RTU v
Parity it None v
Agreement Script o v
oK ]

2 Loao System et
amote Control
istory Recorg

yslem Validation
istem Ugorade

Baud can be set : 2400-4800-9600

Can set modbus address : 1 - 247 ( Default integer )
Fixed communication mode to RTU

The parity bit can be set toNone,Odd,Even

Protocol scripts can be set to MO and M1

5.3 SNMP port settings

Power Monitor

System login time

2022-07-20 10556147

| eosicsetiog |
Login Useradmin

Operate Authorization: | System Name EuPs

Mansge System Administrator [

Ir=
System Location [

B s L

¢ Status inouiry SNMPV18V2 Authorization Settings
El

arameter Setting

= Authorized 1P Address Authorzed NetMask Eeh
System setng Mo ] -
Deknsein TG R s fubic
RG] s ] punic
216088 ] (355000 ] [pubic
[ei2ies ez ] e

Load System Det
emote Control

L
[
[
[

vstem Vaigation i [ — [ — 1

]
] NoAuth v]
|
1

[Nokun +

Private

[NoPriv v

NoPrv v

NoPrv v

Authorization

[Readableniiteable v

[No Authorizab

PrivPassWD(passwel>=8)

| Siemval
‘Sistem Uoorace 5
SNMPV3 Seting
UserName Authentiation AuthPazWD(pssswd>=8)
[NoAuth v

TRAP Settings

Receiver IP Address Community Receive Event

[ — | E— [N +] E=1

o000 ] [ ] No v

[ ] [ 1 [No v Select

(T — [ ] [No +] | select |
{ Ok | Cancel |8 e |

[Engish v

[Engiisn v
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5.4 SNMP centralized management
5.4.1 Basic settings

System Name [Eurs ]

System Administrator [ I

System Location [ ]

@®System Name : Name displayed in case of email alarm ;
@System Name,System administrator, system installation location: support length of 64 bits (numbers,
letters: 64 bits, Chinese: 21 bits)

5.4.2 SNMP V1&V2 Authorization Settings

SNMPV1&V2 Authorization Settings

Authorized IP Address Authorized NetMask Community Authorization

Eeas | | [NoAuthorzaton_v]
pooos ] = | [No Authorization v
[T — | [V Aurozsion ]
[ — — [No Auorzaton v

> Authorized IP Address : That is, the IP address of the monitoring computer , IP : 0.0.0.0 ( default );

» Authorized NetMask :The mask is 0.0.0.0 (default), and the authorization of network disconnection
can be realized by modifying the mask;

» Community : The community setting SNMP system is generally public ;

> Authorization : No Authorization, Readable, Readable/Writeable ;

Note : When the authorized IP address is 0.0.0.0 and the authorized mask is 0.0.0.0, all IPS are

accessible by default; SNMP adds temperature and humidity walk and trap;

5.4.3 SNMP V3 Settings

SNMPVIEIFRIZE
BrE IE WEEREEATETS) nE MEEREEATETS)
aa ] [mD5s +] 12345678 | [aEs +] 12345678 |
| Nouth v] ' ] ' [NoPriv v/ ——
| [NoAuth ] ' . | [NoPv v [—
| (NoAuh v] 1 [NoFrv v [

» UserName : customize

> Authentication : NoAuth\MD5\SHA

>  AuthPassWD(passwd>=8) : Passwords support uppercase and lowercase letters, numbers, and special
symbols

>  Private : NoPriv\AES\DES

»  PrivPassWD(passwd>=8) : Passwords support uppercase and lowercase letters, numbers, and special
symbols
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5.4.4 TRAP Settings

TRAP Settings

Receiver IP Address Community Receive | Event

Receiver IP Address : Set the trap receiver IP, that is, the IP of the monitoring computer
Community : Set the trap community, and generally fill in public
Receive select whether to receive trap

vV V V V

Event : Click the "select” button to select the required trap events. Generally, all equipment alarm
events are selected by default

-

After configuring SNMP v1&v2 permission settings, open the software iReasoning MIB

Browser , Import the corresponding MIB Library (single-phase /

E=t:3 BEH =2 i
| RFC1155-SMI-rfcl155.txt TXT b 5K8
[ RFC1212-rfel 21200t TXT 324 3KE
| RFC1213-MIB-rfc1213¢t 2 TXT St 101 KB
[ RFC1215-rhc21500 L ee-phag TXT i 2K8
|| RFC-1628.mib MIB ST 71 KB
[ upsap.mis & MIB i 44 KB
MIB i 458

|| UPS-1PGaurd, M]\ 202

single-phase

three-phase)
Configure the corresponding IP and port information to walk through the data

€ Advanced Properties of SNMP Agent =

Address 172 16.200. 203
Port 181

Read Conmunity public

Write Community public|

SIMP Version 2 -

7 J

5.5 Alarm setting
5.5.1 Email setting

EMAIL Setting MailSetHelp

SMTP Server(Example : smtp.163.com) Port(SSL:465/994 LNSSL:25) 5]
Sender Mailbox Encryption methods [ Not SSLITLS v |
¥ Authorization

User Name [undaz0i7@is3com | Authorization(Use password if no auth) [rasaesas
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STMP Server : Set SMTP service for sending mailbox ( For example, take mailbox 163 as an

example : smtp.163.com)

Port(SSL:465/994 UNSSL:25)

Sender Mailbox : Set sending mailbox

Encryption methods : Not SSL/TLS,SSL/TLS,STARTTLS
User Name : Set the user name of the sending mailbox

YV V V V V

Authorization : Set the authorization code of the sending mailbox

5.5.2 Receiver setting and sending test email

Mail Address Warning Event Send Warning Send Log
Receiverl |lunda2017@163.com |
Receiver2 [184166833@aa.com ]
Receiver3 [13802527520@130.com ]
Receiverd [419514101@gq.com |
ReceiverS [1324393035@ag.com |
Receivert [ |
Receiver? [ |
|

Receiver8 | Select
E3 { Heip |
Send Test Email(Requires EMAIL Setting)
Email Address | Send |

> Correctly fill in the recipient's email and select the corresponding alarm event (all alarms are
checked by default), and select whether to "send alarm" and "send log"

@®When the alarm is triggered, the alarm information received in the mailbox is as shown in Figure 1;

@Test email information: as shown in Figure 2;

172.16.200.151 Devices In Connection(2022-07-20)(14:17) 7 mail_test -
junda2017@163.com <junda2017@163.com> " siindagni - o
TR e junda2017@163.com <junda2017@163.com>
ate: Wednesday, Jul 20, 2022 2:16 PM
System Name:
System Location:

BeviesH Aty Z-in-2 00 151 Email alert configuration is successful.
Send Time: 2022-07-20 14:17:10 +0800

Happen Event: Devices In Connection

Figure 1 Figure 2

5.6 System time setting

2022.07-20 05356118
System Current Time 2023-07-20 13:56:19
System Current Time 20 013 _5 ¥-M-D HourMinute:Second
Time Zone GMT[= 7B |:0 |HourMinute

®In the case of no network (intranet), if the current time of the system is not synchronized to the
current time of the browser, you need to click "update browser time to local" on this interface;
@Time Zone : The current time of the system can be set according to the current time zone, and the
default is the East eight zones;

10
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5.7 Send logs regularly

History Data Maintenance

Time to send log mail every day 18:30.00

Time interval for recording history datas i Minutes

> You can set the time of sending mail regularly every day:Send the historical events to the
"recipient’'s mailbox" regularly;

» You can set the time interval of "historical data record". If it is set to 0 minutes, the "historical data
record" interface is empty;

> All historical event records and all historical data records can be downloaded

6 Common problem
6.1 Troubleshooting method of UPS communication failure

@First, confirm whether the UPS device port and the computer can communicate normally, that is,
connect the RS232 serial port of the UPS device to the computer, use the software of the UPS device to
collect the data of the UPS device, see whether the data can be collected normally, and confirm
whether the serial port is normal;

@Connect the monitoring module with UPS equipment :

(1) Observe the status of the monitoring module indicator lights : Observe the status of the indicator
light of the monitoring module: if the indicator light e is always on, it means that the communication
between ups and equipment is normal

( 2) Check the dialing of the monitoring module: whether the dialing switches 1 and 2 are in the
normal state (that is, they are both above. If not, turn them back and power on again;

®Check the connection method between the monitoring module and the UPS equipment: that is,
whether the card slot of the UPS equipment is normally connected with the RS232 of the monitoring
module

@ Check baud rate: monitoring module (baud rate in the "system setting" interface on the web page):
whether the brand and model of UPS provided above correspond to the brand and model of UPS

equipment currently used

6.2 Forget the IP address: you can use the following two methods to
solve it
6.2.1 Using Assistant Tools to Set IP

Since this product is a network monitoring adapter, you must assign an independent IP address to this
product before it can be used normally on the network. The default IP address is 192.168.0.100 (note
that the IP address of the computer cannot be the same, and the computer should have a valid IP
address).

After correctly installing and connecting ups ipguard, install and run the setting assistant software

11
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configassist in the supporting CD Exe (included in the windows folder of the CD, or double-click to

open the CD to select the installation configuration tool).The operation interface is shown in Figure 1:
@ Click the search button @ to search the currently connected device. (search automatically after
software startup) the IP address, physical address, subnet mask, gateway, hardware version, firmware
version and other information of the currently searched device will be displayed in the "found device"

column, as shown in Figure 1:

23 UPS 1PGuard Assistant X OPTION X
Search
X Param
@ Local  Subnet
P Add 0000 Mask o 0.0 o] ParamValue e -
172.16:200.189
Searched Device 255.255.0.0
1P Addr(Act) | IP Addr(Set) | MAC Mask Gateway | HwVer 72100
211903

17216100105 17216100105 FO-4D-0B-3E-4C-.. 255.255.00 1721603 22

17216200189 17216200189 40-4D-BE-66-8A-.. 255255.00 1721603 2119, L
17216200.196 17216.200.196 FO-FF-29-34-E1-0F 255.255.00 1721603 1609 o
17216200202 17216200202 40-4D-3E-3C-Dd.. 255255.00 1721603 1613 e 0 e
Passw.. NONE d INDA-TECH
1 0:Disable;1:Enabled

v
>

Scanning Device Finished Password: [T Must enter the password
s | Leee o | e

[192.168.200.12,192.166.15.33,192.168.5.15,192.168.0.13,172.16.100.232,10.10.10.1 11:08:58

Figure 1 Figure 2
®Select the device to be modified in the list (the default IP is 192.168.0.100), and click "set"; Or
double-click the device you want to modify. The option dialog box pops up, as shown in Figure 2:

Param Edit % Basa L Ede X

Param Edit x
Param Info | Param Info Param Info
Param name:  IP Addr Param name:  Mask Param name:  Gateway

Original data: [172.16.200.189 Original data: [255.255.0.0 Original data: [172.16.0.3
Set data: 172.16.200.189 Set data: 255.255.0.0 Set data: 17216.0.3

| =]
Figure 3 Figure 4 Figure 5

‘ Cancel ¢ |

i Cancel

@ In the option dialog box, double-click the IP address item to pop up the IP address parameter
modification dialog box, enter the IP address to be set in the new data, and click OK to confirm. The
modification of subnet mask is the same as that of gateway. As shown in figures 3, 4 and 5:

(® After setting, return to the option dialog box, and the modified parameters (not effective) are
displayed at this time; Select the automatic restart device item, enter the management password
(admin by default), as shown in Figure 6, and click OK.

® As shown in Figure 7, the newly set IP will take effect after the device is restarted. Re search displays

the new IP address.

OPTION x 2 UPS IPGuard Assistant x
Param - Search
& local  Subnet
N] ParamName ParaniValie Memo ~ . —
1P Addr 0.0 .0 .0 Mask 0.0.0.0 L
1 1P Addr 172.16.200.189
£ hack & Searched Device.
3 | Satewsy 1z1es 1P Addr(A 1P Addr(: MAC Mask G. HuV
r{Act r(Set) as atews wer
4 HwVer 211008 Read only 67} St Y
e o o 17216100105 172.16.100.105 FO-4D-0B-3E-4C-.. 25525500 1721603 22
¥ 17216200189 172.16.200.180 40-4D-BE-68-8A-.. 25525500 1721603  2110.
6 DHCP Enable g9 0:Manual;:DHCP 17216200195 17216200195 FO-FF-20-34-E1-0F 25525500 1721603 1600
7 PmCenter Enable 0 0:Disable;T:Enabled 17216200202 17216200202 40-4D-3E-3C-D4.. 25525500 1721603 1613
8 PmCenter Passw. NONE defaultJUNDA-TECH
9 HTTP Enable 1 O:Disable;1:Enabled v
< 8 >
< >
¥ Auto Retart
Process Status
Login
Password: "% Must enter the password Scanning Device Finished
oK Cancel Ipcanb ‘ ‘ - ‘ ‘ Eut ‘
[192.166.200.12,182.168.15.33,192.168.5.15,192.168.0,13,172.16.100.232,10,10,10.15___[11:08:58

Figure 6 Figure 7
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6.2.2 Set dial 1 to the ON end

Set dial 1 to the on end (that is, restore the default IP:192.168.0.100), power on the monitoring module again, set the
network segment of the computer to the same network segment as the default IP of the monitoring card, enter the default
ip:192.168.0.100 in the browser, and you can normally enter the monitoring card web page to view the IP address set

before the current monitoring card

|'l'l'ﬂl|aHE /
. {P:172.16.100.105

E - Status Inguiry
Iﬂ 1 Parameter Setfing
EI ¢ Rernote Control

1 History Record

| System Validation
-4 System Upgrads

6.3 The display of "battery voltage" in the current operation status

interface is incorrect

"Battery voltage" value display : In alarm definition , The number of battery cells can be set according

to the formula "number of battery cells [number of cells = rated battery voltage /2]", that is, the value

of "battery voltage" can be normally displayed in the "current operating state" on the web page

13
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